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Release Notes 

Before installing the software, please read the following Release Notes. 

System Requirements  

Remote System 

A VPN gateway is required which supports the IPsec protocol. 

Operating System 

The software is supported on macOS / OS X 10.13, 10.12, 10.11 and 10.10. 

Installation 

Administration rights are required to install the software. Unzip the downloaded software and 
double click NCP-Secure-Entry-Client_macOS_x86-64_XXX_XXXXX.dmg in the 
Finder to mount the image. From the contents of the image file, launch the package installer 
NCP Secure Entry Client.pkg which will guide you through the installation process. 
After the installation routine has been successfully completed, you will be prompted to restart 
the operating system. After restarting, the NCP Secure Entry Client starts automatically and the 
user is able to import two demo vpn profiles or to configure his own vpn profiles. The client can 
be run for a period of 30 days from the date of installation. After 30 days the license key has to 
be entered and the activation process has to be started by the user.  


